Intel - Cyber Security

Response Counts

Completion Rate: 100%

Complete

1. Which of the following concern you most with respect to cyber security within your organisation?

Cost/Budget

Growing complexity of
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Availability of cyber
security
skills/talent
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Value

Cost/Budget

Growing sophistication of cyber security threats

Growing complexity of IT estate

Availability of cyber security skills/talent

Growing
sophistication of
cyber security threats
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Totals: 108

Responses
58

42

2. Has your organisation experienced a change in the frequency of cyber security attacks since the start of the pandemic?

41.7% Slight increase

Value

0.9% Significant increase

Percent

18.5% Significant decrease

38.9% No change

Responses




Value Percent Responses

Significant decrease 18.5% 20
No change 38.9% 42
Slight increase 41.7% 45
Significant increase 0.9% 1

Totals: 108

3. How has your organisation changed posture with respect to cyber security in reaction to the recent increase in remote working?

Invested in new end
point security systems

No change

Invested in new
employee
devices/systems

Extended cyber
security training

Invested in new threat

detection
capabilities
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Value Percent Responses
Invested in new end point security systems 52.8% 57
No change 35.2% 38
Invested in new employee devices/systems 8.3% 9
Extended cyber security training 4.6% 5
Invested in new threat detection capabilities 0.9% 1

4. Which of the following best describes your role?

1.9% Other, please specify

37.0% IT - Chief, Head, Lead

61.1% Cyber security - Chief, Head,
Lead




Value
Cyber security - Chief, Head, Lead

IT - Chief, Head, Lead

5. How many employees does your organisation have?

Value
Less than 100
100-500

More than 500

6. Would you like to receive details of how to access the on-demand video of the discussion once it is complete?
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98.1% More than 500
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7.Would you like to have a follow-up conversation with our partner, a leading provider of cyber security solutions, on this topic?
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Yes, please
Value Percent Responses
Yes, please 100.0% 48
8. Job title:
delivery continuity development
gIObaI group compliance Cyber
technology infrastructure operation t
architecture
analytics . . e service
‘ qumatml | i'ci:{_ t r_
. services network
application
9. Country:

kingdom
united

This is a report for "Cyber Security" (Survey #90319385)



